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Food and Drug Administration, HHS

brought to FDA’s attention by con-
tacting FDA’s Office of Crisis Manage-
ment, Emergency Operations Center by
telephone, 24-hours a day, at 301-796—
8240 or toll free at 866-300-4374, followed
by the submission of an email to: emer-
gency.operations@fda.hhs.gov.

NoOTE: This action does not satisfy your ob-
ligation to report under part 803.

(d) You may submit a voluntary tele-
phone report to the MedWatch office at
800-FDA-1088. You may also obtain in-
formation regarding voluntary report-
ing from the MedWatch office at 800-
FDA-1088. You may also find the vol-
untary Form FDA 3500 and instructions
to complete it at: http:/www.fda.gov/
Safety/MedWatch/HowToReport/
DownloadForms/default.htm.

§803.13 Do I need to submit reports in
English?
Yes. You must submit all reports re-
quired by this part in English.

§803.15 How will I know if you require
more information about my medical
device report?

(a) We will notify you in writing if we
require additional information and will
tell you what information we need. We
will require additional information if
we determine that protection of the
public health requires additional or
clarifying information for medical de-
vice reports submitted to us and in
cases when the additional information
is beyond the scope of FDA reporting
forms or is not readily accessible to us.

(b) In any request under this section,
we will state the reason or purpose for
the information request, specify the
due date for submitting the informa-
tion, and clearly identify the reported
event(s) related to our request. If we
verbally request additional informa-
tion, we will confirm the request in
writing.

§803.16 When I submit a report, does
the information in my report con-
stitute an admission that the device
caused or contributed to the report-
able event?

No. A report or other information
submitted by you, and our release of
that report or information, is not nec-
essarily an admission that the device,
or you or your employees, caused or
contributed to the reportable event.
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§803.18

You do not have to admit and may
deny that the report or information
submitted under this part constitutes
an admission that the device, you, or
your employees, caused or contributed
to a reportable event.

§803.17 What are the requirements for
developing, maintaining, and imple-
menting written MDR procedures
that apply to me?

If you are a user facility, importer,
or manufacturer, you must develop,
maintain, and implement written MDR
procedures for the following:

(a) Internal systems that provide for:

(1) Timely and effective identifica-
tion, communication, and evaluation of
events that may be subject to MDR re-
quirements;

(2) A standardized review process or
procedure for determining when an
event meets the criteria for reporting
under this part; and

(3) Timely transmission of complete
medical device reports to manufactur-
ers or to us, or to both if required.

(b) Documentation and record-
keeping requirements for:

(1) Information that was evaluated to
determine if an event was reportable;

(2) All medical device reports and in-
formation submitted to manufacturers
and/or us;

(3) Any information that was evalu-
ated for the purpose of preparing the
submission of annual reports; and

(4) Systems that ensure access to in-
formation that facilitates timely fol-
lowup and inspection by us.

§803.18 What are the requirements for
establishing and maintaining MDR
files or records that apply to me?

(a) If you are a user facility, im-
porter, or manufacturer, you must es-
tablish and maintain MDR event files.
You must clearly identify all MDR
event files and maintain them to facili-
tate timely access.

(b)(1) For purposes of this part,
“MDR event files’’ are written or elec-
tronic files maintained by user facili-
ties, importers, and manufacturers.
MDR event files may incorporate ref-
erences to other information (e.g.,
medical records, patient files, engi-
neering reports), in lieu of copying and
maintaining duplicates in this file.
Your MDR event files must contain:
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